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Jumpstart your customer’s Modern Workplace journey by turning on key offerings in Microsoft 365 Business 
Premium. Our Business Premium Rapid Adoption offering is built on the foundation of Microsoft’s recommended 
best practices and CIS Controls1. 

Get your customers up-to-speed  
faster with Business Premium

Let us help you get started

Service inclusions:  
Includes testing on one test device with a test user

1. We believe these technical measures generally align with certain controls and safeguards in CIS v8, but do not warrant full alignment. Partner is responsible for all surrounding 

operational maturity requirements such as policy and procedure and enforcement of the standards developed, including any customizations to meet specific customer 

requirements. There is no such thing as 100% protection. Adequate detect, respond, recover processes are essential to cybersecurity. Pax8 does not warrant against cyber incidents. 

2. This fixed fee service is only available when the licensing requirements are met, which do not include manual bundling of licenses such as Business Standard + AAD etc.

Secure user identities

Enable modern, phishing resistant authentication  
for your users. 

• Phishing Resistant Multi-Factor Authentication 
with Conditional Access (CIS 6.3, 6.5) 

• Enablement of Phishing Resistant Passwordless 
authentication (CIS 6.3, 6.5) 

• Optional: Geo-fencing to country/countries  
of choice

Secure corporate Windows devices

Delivers baseline Windows hardening and 
configuration profiles to ensure consistent and  
secure configuration across the fleet.

• Windows 10/11 in Cloud Configuration  
(CIS 3.6, 4.1, 4.5, 4.11, 10.3, 10.5 relating to  
Windows Workstations)

Protect against BYOD threats

Ensure corporate data is isolated and protected on 
users’ mobile devices and empower administrators  
to securely remove corporate data when necessary. 

• Mobile Application Management in Intune for iOS 
and Android – applies protection policies to core 
Microsoft applications such as Teams, OneDrive, 
Outlook, SharePoint, etc. 

• Conditional Access to force mobile device access 
from only protected apps (Microsoft apps such 
as Outlook, Teams, Office, etc.) (CIS 9.1 relating to 
mobile devices)

Secure collaboration

Protect users who are leveraging Outlook, Teams, 
and OneDrive from common threats like malicious 
attachments, links, and user impersonation. 

• Enabled Defender for Office with Safe Links,  
Safe Attachments, and Anti Phishing (CIS 9.7)

Licensing requirements2:

Microsoft 365 Business Premium, Microsoft 365 E3, or Microsoft 365 E5 

https://app.pax8.com/apps/main/#/products/a565faa2-2e5d-4eb9-a942-897984a244e6

